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Challenge and Solution

THE CHALLENGE

Successful adoption
campaigns require a clear
vision, strategy, and detailed
planning in addition to the
right mix of technical,
business & program
management expertise

TRACE3

THE SOLUTION

Trace3 experts will develop a
comprehensive Copilot
adoption strategy, execute a
pilot program and equip your
organization for a successful
production release,
accelerating time to value,
maximizing return on
investment, and increasing
user satisfaction




Ready, Set Go! -
Trace3's Copilot
Adoption

TRACE3



Obstacles To Successful Copilot Adoption

Missing or poorly operationalized security capabilities Lacking vision and strategy on how Copilot is to be used
(Data Security, Data Governance, IAM, etc.) beyond basic use cases

Poor SharePoint Data Management practices Poor or nonexistent end user engagement strategy

Missing or poorly operationalized Al Governance

program Lacking a functioning community of practice

Lacking management, optimization & extensibility
strategy - plugins, integrations, management and risk

Ineffective end user training results

TRACE



READY

Develop a solid foundation with a
comprehensive plan for secure,
strategic deployment of Copilot
M365

« Current state readiness and data
security posture assessment

» Establish Center of Excellence,
Champions and Pilot group

+ Education and envisioning
workshops to align capabilities with
business needs and develop a user
centric adoption strategy

SET

Empower key stakeholders with
training, testing and development of
artifacts ensuring successful pilot
program

Key stakeholder onboarding,
training, testing and use case
validation

Develop onboarding guides, training
artifacts, best practices, FAQs, &
communication templates

Collaborate with key stakeholders to
develop necessary policy, standards,
process, basic platform
configuration & tuning

GO

Drive pilot success with a focus on

user engagement, enablement,
training, and capturing the value of
Copilot for M365

Onboarding and training of pilot
group & White Glove support for
designated personnel

Office hours support for best
practices, prompt sharing, and FAQs

Identification of success stories and
development of value realization
story related to increased
productivity

Trace3's expert-level Technology, Cloud, Security, Al, Governance, Risk, and Compliance professionals will

accelerate your Copilot for M365 program by developing an adoption strategy inclusive of a CoE, champions team,

user engagement, use case development, security by design, training, pilot program execution and support
enabling secure, efficient and responsible Al Transformation



Copilot COE Roles & Responsibilities

Ready

Role Responsibilities Department
Send Copilot Launch Help identify and prioritize | Human Resources Jane Doe
top HR needs. Connect with Security, HR and IT leaders across the
organization.

Actively participate in and use the Copilot capabiltes to help drive:
and reinforce adoption.

eparimerleids e e e eS| s T ( O E an d
development ales John Doe.
Marketing Jon Smith
Attend train the trainer sessions and become subject matter | IT Jane Smith .
e Firanes e St a b I is h
Co-develop applicable departmental documentation C E N T E R 0 F EXC E I L E N C E
Security Lead Define security and compliance requirements for Copilot Information Security Jack Doe

s et e ety |dentify stakeholders, develop charter, define R&Rs

EDUCATE & ENVISION

Education and envisioning workshops with Copilot COE on key
capabilities and business scenario/use case prioritization

Where your employees need help

Educate &
Envision

Meetings

“Receiving the information |
need” is the number one
reason employees join a

meeting

Only 1 in 3 employees think

theg would be missed if they

couldn't join most of their team
meetings

58% of employees say it's
difficult to brainstormin a
virtual meeting

Information

62% of employees say they
struggle with spending too
much time searching for
information in their workday

A heavy email user will spend
the equivalent of an entire
workday - 8.8 hours - per

week in email

Getting Started

68% of employees say they
don't have enough
uninterrupted focus time
during their workday

67% of employees say they
don't have enough time to
reset between work tasks

Feeling uninspired is ranked
one of the top productivity
disruptors by employees

Scenario Examples

Generate summary of document x

Write a draft email about a topic x

Respond to email in outlook with a certain tone

Create a table of pros and cons for topic x

Summarize emails missed while out sick flag important

Review business results and summarize key trends

Analyze sales report from last month

Develop
scenarios and
use cases

ADOPTION STRATEGY

Value realization framework, measurement and reporting plan,
engagement & training strategy

Get a new coworker up to speed on project x e Provide a gap analysis based on x documents

Create a presentation based of this word document e o e Develop a RACI for this process

TRACE3




READY
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7 Microsoft 365 Copilot: Prompts are how you ask Microsoft 365 Copilot to do something for you — like creating,
The art and science of prompting summarizing, editing, or transforming. Think about prompting like having a conversation, using

plain but clear language and providing context like you would with an assistant)
1. Tell Copilot what you need
There are many types of prompts you can use depending on 2. Include the right prompt ingredients

what task you want done.

To get the best response, it's important to focus on some of the key elements below when
© Learn about projects and concey phrasing your Copilot prompts.

pts:
"What i [Project X] and who are the key stakeholders working on
[raining &

oo i Clen X i Testing EARLY ADOPTER ONBOARDING
© Summarize information: Focus on email and Teams chats since June. Please use
“Write a session abstract of this presentation)

simple language so | can get up to speed quickly.
@ Create engaging content:
“Cre: lue proposition for [Product X|.

n missed items:
“Proy mary of the updates
and action items on [Project X1

Prerequisites check including, licensing and software.

Onboarding, training and testing of basic functionality and

features
S B S e & ]

Stick to the important stuff...let Copilot help with the rest Testing of stakeholder specific scenarios, as defined in
> g e SSSOR # envisioning workshops

Copilot is now a part of the apps that

you use everyday. It works

alongside you to help with tedious

or repetitive tasks, so you can get

your most important work done,

faster and easier. =

CO E Artifa cts Catch up on team Teams meetings '

you missed in a fraction of the time

a —— EARLY ADOPTER ONBOARDING

Jumpstart the creative process of

— Development of Copilot COE artifacts including, but not limited
G - 2 to onboarding guides, training artifacts, best practices, FAQs,
Powerpoint presantaton communication templates, etc.

Collate information and insights
across your content using Microsoft
Copilot.

TRACE3

TECHINCAL & SECURITY READINESS

Top 5 Copilot Readiness Recommendations

Collaborate with key personnel on development of policy,
standards, process and or platform configuration to address
roadmap remediation requirements prior to Go phase.

Data Security

Collaboration
with staff on
security
remediation

Data Hygiene

Identity & Access
Management

Data Governance

End User Training

TRACE3




Goal

What do you want
from Copilot?

“I want a list of 3-5
bullet points to
prepare me...”

Context

Why do you need it
and who is involved?

“...for an upcoming
meeting with [client],
focusing on their
current state and what
they're looking to
achieve.”

Expectations

How should Copilot
respond to best fulfill
your request?

“Respond with a tone
that is friendly but
authoritative...”

Source

What information or
samples do you want
Copilot to use?

“... and focus on email
and Teams chats with
[people] over the last
two weeks.

& 0 2 » o | B

Office Hours &
White Glove
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Enableduser
40,697

Adoption

;;;;;

CEIEEE T
(EpEEEg

5o

Austratia

Proseware

Compostable Food Packoging  None

435 $10 $352
4245 $10 $352
2 $10 $352
3954 $10 $352
4952 $10 $127
4903 ss $127
1954 s270 $302
1990 220 $302
1254 3 380
1485 224 $302
o $120 $302
1369 s224 $302
1052 3 $380
980 s312 $380
1298 $120 $302
95¢ $3 $380
2785 $110 $127

$1,529,440
$1,494240
$1.451,648
$1,391,808
$628,904
$622,681
$590,108
$600,980
$476,520
$442,430
$425,820
$413,438
$399,760
$372,400
$391,996
$362.520
$353,695

Best
Practices

$15.294 $1,514,146
$14.942 $1.479.298
$ $1,451,648
$83,508 $1,308,300
$6.289 $622,615
86227 $616,454
$5.901 $584,207 s¢
$84,137 $516,843 s
84765 $471,755
526,546 $415.884 s¢
$25.549 $400.271 $1
$24.806 $388,632 s
$23.986 $375.774
$3.724 $368,676 s
$23520 $368,476 $1
$0 $362.520
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TRACE3

Reporting

GO

PILOT GROUP ONBOARDING

Pilot group prerequisites check including, licensing and
software.

Onboarding and training of Copilot for M365 including, but not
limited to initial per application usage of features, best
practices, dos and don'ts

Stakeholder specific usage scenarios, as defined in envisioning
workshops

PILOT GROUP SUPPORT

White glove sessions, onboarding and training sessions, as
required

Office hours for support and prompt sharing

Pilot group feedback gathering

PILOT REPORTING
Service usage review, health and support monitoring

Identification of success stories related to Copilot

Updates and refining to COE artifacts and relevant
documentation created in previous phases.




Trace3's Approach To
Copilot Adoption

TRACE3



Trace3's Approach To Copilot Adoption

<

v
Project kickoff, planning & coordination

|dentify key stakeholders for COE & Pilot

Align on “North Star” objectives for
Copilot Adoption

Develop Copilot CoE Charter & RACI
Education & envisioning workshops
Adoption strategy planning & workshops

Technical & Security Readiness
Assessments

€Te)

6-8 Weeks

Onboard, training and testing of basic
functionality & features for COE

Business scenario and use case testing

Develop Copilot COE artifacts including,
but not limited to onboarding guides,
training artifacts, best practices, FAQs,
communication templates, etc.

Collaborate with key stakeholders for
technical readiness/security remediation
prior to wider adoption

Execute pilot group adoption strategy
(communications, training, onboarding,
enablement, office hours, white glove
support for key stakeholders, etc.)

Service usage review, health and support
monitoring

CokE artifact refinement

Pilot completion and production
readiness planning

Executive summary readout

Outputs
CoE (SP/Teams), Charter & RACI
Workshop materials
Technical & Security improvement plan
Copilot Adoption strategy

Outputs
Business scenario and use case matrices
CoE materials

As built documentation related to technical & security

remediation

Outputs
Service usage & value framework reporting
Refined Copilot Adoption Strategy to include
production rollout
Executive Summary of engagement

TRACE3
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Questions

TRACE3
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Trace3 Overview
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At Trace3, we
believe:

All possibilities live
in technology

TRACE3

PREMIER PARTNER

We are the premier technology solutions provider for
enterprise and commercial clients. Trace3 provides access
to emerging tech from Silicon Valley coupled with elite
engineering that drives end-to-end solutions in cloud, data
and analytics, security, and the data center.

INNOVATION

Trace3 empowers executives and their organizations with

technology innovation to keep pace with evolving business
needs and give them a competitive advantage.

TRACE3'S VISION

Our vision statement is to always be an innovator in the

industry, with commitment to business value realization for
our clients.

16



TRACE3

Trace3's Highly Differentiated Business Model

EMERGING

TECHNOLOGY

Innovation embedded in
Trace3 DNA

Unique venture capital
ecosystem

Unmatched insight into
new technology

ELITE ENGINEERING

Significant investment in
consulting and
engineering talent

Elite vendor partnerships
and loyalty to the client

Best-in-class service and
delivery execution

CLIENT INTIMACY

Regional model built to
optimize client intimacy

Thousands of clients
across all industries

Early client access to
emerging technology

17



TRACE3

Trace3’s
Suite of
Products and
Services

SOLUTIONS

Cloud « Data & Analytics

Cloud Security « GenAl Strategy,
Data Privacy Adoptionn & Governance

Security & Networking

SERVICES

Professional Services
Assessment and Advisory Services
Managed Services

Management Consulting

Project and Program Management

ENABLEMENT

Innovation Insights « Local Resources

Emerging Vendors « Vendor Partnerships

Research Engine « Executive Services

Venture Relations « C(Client Experience
Portals

Technical Certifications
Engineering Talent




Trace3 Capabilities Overview

Venture
Relations

Managed
Services

Application
Migration
Services

IT & Data Center
Operations

Technology
Evaluation & Resale

TRACE3

Innovation &
Research

Content Center &
Collaboration

Cloud

Solutions

Data & Analytics

Security Solutions

‘ - Office of the Chief Technology Officer (OCTO) Solutions

TRACE 3

$2B+ Revenue

5,500+ Clients

60 Top Tier VC
Partners

4500+ Tech Solutions

1200+ Employees



Data Security & Privacy

Develop and operationalize
data security and privacy
programs at the speed and
scale of cloud

Cloud Security
Tooling Rationalization .

Assess existing technology
investments, align emerging tech,
and rationalize to key use cases

Cloud DevOps
and DevSecOps .
Build an SDLC focused champions

program, driving security
throughout development

Cloud Security
Operations, IR, and SOAR

Enhance pre-breach and post-
breach practices and operations

TRACE3

Cloud Security
Governance & Strategy

Develop a pragmatic
approach to your Cloud
Security Program informed
by industry standard
frameworks and best
practices

e/ 4
™

Cloud Identity and
Access Management
Design and build environment-

wide identity and access
management architecture

Cloud Security

Reference Model

Holistic and Systematic
approach your Cloud

Security ecosystem

Cloud App Modernization,
Migration, & Security

Bring cloud security into app
development and integration
practices and program elements

Offensive Security in
the Cloud
Red teaming exercises

against current state cloud
environments and controls

Advanced Cloud

Consulting Services

Access the best of Trace3
through flexible
engagement structures

Cloud
Security
Fusion Team

TRACE3



Cloud Solutions at Trace3

World Class

Cloud
Cloud Cloud
CI d cletie Infrastructure Platform eeel Hybrid Cloud Platform
ou Strategy and Securit Workplace y Enoi :
consulting Architecture y LRSS U
| | | | | |
. . . DevOps/SRE
- M365 Copilot Secure Cloud M365 Security Adoption .
Consulting Adoption Foundation Al Governance Program Framework Arcg|te;ture &
Accelerator ervices
= H ™ ™ N = H
GitHub Copilot Cloud Cloud Security , , App
AWS, Azure, , i
Swwegys | MISERl | Desens | yogermiaton
Accelerator Architecture Programs Y & Refactoring
TRACE m m n n m m m
CLOUD SOLUTIONS GROUP
. N Cloud Data Abnormal
Cost Al Adoption Migration . . Compute & .
Optimization Framework Services Secgmty & >ecurity + Storage Observability
Privacy Defender
m = = ™ = = ™
=- Microsoft aws E:dg"rf]e;ulting Google ’ Fra(ngi\év)ork Modernization Solutions CgSB|DeS|gnt& BO/DR Modernization
GoldPartner ~~—7 partner Workspaces eploymen

Google Cloud
TR/ @=d Partner
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Security Services at Trace3

Securing
how you do
business.

SECURITY

TRACE

SOLUTIONS

TRACE3

Executive
Security
Services

Governance,
Risk

&
Compliance

|dentity
&

Access
Management

|dentity

Security

Architecture

&

Engineering

Network
Security &

Security
Intelligence

Secure
DevOps

(DevSecOps)

Securing the

: Security Offensive Code (App, API,
vCISO Services Governance & Secure - -
Assessments Administration Foundational >ecurity Infcfan;il r&%rj’e)
Infrastructure
H H H ] N ™
Securing the
Executive Security Privileged Wireless Incident Pipeline
Privacy and Program Access Networking Prevention (Software
Security Development Management and Security and Response Supply Chain
& Cl/CD)
H H H N H
Zero Trust, Securing the
Ransomware, Risk Access and Data Deployment
and other Authentication . Observability (cloud, on-
Transformative Management Management Protection orerm, and
Services hybrid cloud)
™ = ™
DevSecOps
Technology and Identity . Program
Security Endpoint &
Strategy and . . Development,
Framework Adv Email Security Engi -
Rationalizations visory NgINeering,
and Training
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